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PURPOSE:   To depict MSI SMM documents together in a single flow from the 4.1 Series including any other scope-related SMM as identified in the 4.1 documents.
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= Procedure symbol = Process symbol = Decision symbol

MSI ASD SMM

4.0 IT Service Lifecycle Processes

4.1 Common IT Service Lifecycle Processes

SMM 2.0
Relational and 

Operational 
Governance

4.1.1 – Platform Management Processes

= Generic/Custom symbol= Item is referenced specifically as an input or output.

SMM 4.1.1
Platform 

Management

SMM 4.1.1.2
Project Portfolio 

Management and 
Reporting System

SMM 4.1.1.4
Ongoing Programs

1.0
ITISP Organization

2.0
VITA Organization

3.0
MSI Organization

4.0
STS – Mainframe 

Organization

5.0
STS – Messaging 

Organization

6.0
STS – Managed 

Security Services 
Organization

7.0
STS – Server / 
Storage / Data 

Center Organization

8.0
STS – Managed Print 

Organization

9.0
STS – End User 

Support Organization

10.0
STS – Voice / Data / 

Network 
Organization

11.0
STS – Internal VITA 

Services 
Organization

– Outputs (Leading Indicators) –– Interfaces and Inputs (as enablers) –

SMM 4.1.2.1
Strategy 

Generation and 
Management 

(STGM)

4.1.2 – Service Strategy Processes
SMM 4.1.2.2
IT Technology 

Planning

SMM 4.1.2.3
IT Financial 

Management 
(ITFM)

SMM 4.1.2.4
Service Portfolio 

Management 
(SVPM)

SMM 4.1.2.5
Demand 

Management 
(DMDM)

SMM 4.1.2.6
Business 

Relationship 
Management 

(BRSM)

1.0
Analyze Internal 

Factors

2.0
Analyze External 

Factors

3.0
Establish Objectives

4.0
Determine 

Perspective for 
Vision

5.0
Form a Position for 

Policies

6.0
Craft a Plan

7.0
Adopt Patterns of 

Action

8.0
Document the 

Service Strategy

1.0
Determine Technical 

Currency and 
Refresh

2.0
Determine Technical 

Advances

3.0
Determine Technical 

Evolutions

4.0
Determine Service 

Efficiencies

5.0
Produce the 

Technology Plan

1.0
Service Pipeline 

Activities

2.0
Service Transition to 
Operations Activities

3.0
Service Retirement 

Activities

1.0
Identify Sources

Demand Forecasting Catalog
VITA Service Strategy

Business Relationship Managers

2.0
Analyze PBAs

1.0
Assign CAM

2.0
Assign MSI BRM

3.0
Develop Customer 

Relationships

4.0
Maintain Customer 

Relationships

5.0
Document 

Requirements

7.0
Coordinate Service 

Levels

8.0
Customer Experience 

Management

9.0
Manage Complaints

– 4.1.2.1 Inputs – 

Service Design 
Management – 4.1.3

IT Financial 
Management (ITFM)

4.1.2.3

Service Transition
4.1.4

IT Technology Planning
4.1.2.2

Service Level 
Management – 4.1.3.3

Service Portfolio 
Management (SVPM)

4.1.2.4

Service Level 
Management (SVLM)

4.1.3.3

Commonwealth 
Strategic Plans

VITA Strategic Planning Process

– 4.1.2.2 Inputs – 

– 4.1.4.1 Inputs –

Capacity Management 
(CAPM) – 4.1.3.6

Problem Management 
(PRBM) – 4.1.5.4

3.0
Associate user 
Profiles (UPs)

4.0
Identify Demand

– 4.1.2.5 Inputs – 

Customer Information 
Processes – 7.1.6

Complaint Handling 
Process – 7.1.5

Customer Experience 
Management (CEXM)

7.1.1

Service Tower 
Suppliers (STS)

Security Management
4.1.3.7

Release & Deployment 
Management (RDPM)

4.1.4.3

Demand Management 
(DMDM) – 4.1.2.5

– 4.1.1.4 Inputs – – 2.0 Inputs – – 4.1.1.2 Inputs – 

– 4.1.2.3 Inputs – – 4.1.2 Inputs – 

Service Strategy 4.1.2

– Outputs (Leading Indicators) –– Interfaces and Inputs (as enablers) –

SMM 4.1.3.1
Solution Design 
Management 

(SODM)

4.1.3 – Service Design Processes
SMM 4.1.3.2

Service Catalog 
Management 

(SVCM)

SMM 4.1.3.3
Service Level 
Management 

(SVLM)

SMM 4.1.3.4
Availability 

Management

SMM 4.1.3.5
IT Service 
Continuity 

Management 
(ITSCM)

SMM 4.1.3.6
Capacity 

Management 
(CAPM)

1.0
Define and Maintain 
Policies and Methods

2.0
Plan Design 

Resources and 
Capabilities

3.0
Coordinate Design 

Activities

4.0
Manage Design Risks 

and Issues

5.0
Improve Service 

Design

6.0
Plan Individual 

Designs

7.0
Coordinate 

Individual Designs

8.0
Monitor Individual 

Designs

– 4.1.3.1 Inputs – – 4.1.3.1 Outputs –

Availability 
Management (AVLM)

4.1.3.4

Strategy Generation 
and Management 
(STGM) – 4.1.2.1

Business Relationship 
Management (BRSM) 

4.1.2.6

IT Financial 
Management (ITFM)

4.1.2.3 Release & Deployment 
Management (RDPM)

4.1.4.3

Service Transition
4.1.4

Request Management 
and Fulfillment (RQFL)

4.1.5.5

Information 
Management

– 4.1.3.2 Inputs – – 4.1.3.4 Inputs –– 4.1.3.3 Inputs –– 4.1.3 Inputs – – 4.1.3 Outputs –

– Outputs (Leading Indicators) –– Interfaces and Inputs (as enablers) – 4.1.4 – Service Transition Processes

– Outputs (Leading Indicators) –– Interfaces and Inputs (as enablers) – 4.1.5 – Service Operation Processes

– Outputs (Leading Indicators) –– Interfaces and Inputs (as enablers) – 4.1.6 – Continual Service Improvement (CSI) Processes

SMM 4.1.3.7
Security 

Management

SMM 4.1.3.8
Risk Management 

(RSKM)

SMM 4.1.3.9
Supplier 

Management 
(SUPM)

Service Level 
Management (SVLM)

4.1.3.3

Release & Deployment 
Management (RDPM)

4.1.4.3

Change Evaluation 
(CVAL) – 4.1.4.2

Change Management 
(CHGM) – 4.1.4.1

Service Portfolio 
Management (SVPM)

4.1.2.4

Supplier Management 
(SUPM) – 4.1.3.9

Security Management
4.1.3.7

Capacity Management 
(CAPM) – 4.1.3.6

1.0
Define Service

2.0
Understand Service 

Catalog 
Requirements

3.0
Design Catalog 

Structure

4.0
Collect Service 

Details

5.0
Update Service 

Catalog

6.0
Validate and 

Approve

7.0
Communicate 

Service Catalog

8.0
Maintain Service 

Catalog

Service Catalog 
Management (SVCM)

4.1.3.2

– 4.1.3.3 Outputs –

1.0
Planning and 
Preparation

2.0
SLA Confirmation

3.0
Monitoring Service 
Level Performance

4.0
Producing Service 

Level Reports

5.0
Manage Service 

Improvement Plans

6.0
Managing Service 

Levels

7.0
Modifying SLAs

– 4.1.3.4 Outputs –

Capacity Management 
(CAPM) – 4.1.3.6 Service Level 

Management (SVLM)
4.1.3.3

Incident Management 
(INCM) – 4.1.5.2

Problem Management 
(PRBM) – 4.1.5.4

Change Management 
(CHGM) – 4.1.4.1

Access Management 
(ACCM) – 4.1.5.6

Security Management
4.1.3.7

1.0
Reactive Activities

2.0
Proactive Activities

3.0
Availability Meets 

SLA

– 4.1.3.5 Inputs – – 4.1.3.5 Outputs –

1.0
Initiation

2.0
Analysis

3.0
Planning

4.0
Test

5.0
Execution

– 4.1.3.6 Inputs –

Change Management 
(CHGM) – 4.1.4.1

– 4.1.3.6 Outputs –

1.0
Business Capacity 

Management 
(Strategic)

2.0
Service Capacity 

Management 
(Tactical)

3.0
Component Capacity 

Management 
(Operational)

– 4.1.3.7 Inputs –

1.0
Information Security 

Policy Production

2.0
Security Policy 

Implementation

3.0
Assessment and 
Classification of 
Information and 

Documents

4.0
Review and Improve 

Security Controls

5.0
Manage Security 

Incidents

6.0
Analysis, Reporting, 

and Reduction of the 
Volume and Impact 
of Security Incidents

7.0
Perform Security 

Review and Audits

1.0
Risk Identification

2.0
Risk Assessment

3.0
Risk Prevention and 

Mitigation

4.0
Risk Monitoring

5.0
Risk Reporting

6.0
Risk Lifecycle 
Management

7.0
Service Lifecycle Risk 

Management

– 4.1.1 Inputs – 

– 4.1.4 Inputs – SMM 4.1.4.1
Change 

Management 
(CHGM)

SMM 4.1.4.2
Change Evaluation 

(CVAL)

SMM 4.1.4.3
Release and 
Deployment 

Management 
(RDPM)

SMM 4.1.4.4
Service Asset and 

Configuration 
Management 

(SACM)

SMM 4.1.4.5
Knowledge 

Management 
(KNGM)

1.0
Create and Record

2.0
Review and Assess

3.0
Schedule and 

Convene ECAB 
(Deployment)

4.0
Schedule and 
Convene TRB

5.0
Authorize Change 
(Build and Test)

6.0
Schedule and 
Convene CAB 
(Deployment)

7.0
Coordinate Change

8.0
Implement Change

9.0
Review and Close

10.0
Manage Change 

Lifecycle

11.0
Schedule and 
Convene PAG

1.0
Plan Evaluation

2.0
Evaluate Predicted 

Performance

3.0
Evaluate Actual 

performance

4.0
Prepare Final Change 

Evaluation Report

1.0
Release and 
Deployment 

Planning

2.0
Release Build and 

Test

3.0
Service Validation 

and Test

4.0
Pre-Production Test

5.0
Deployment

6.0
Review and Close

1.0
Management and 

Planning

2.0
Configuration 
Identification

3.0
Configuration 

Control

4.0
Accounting and 

Reporting

5.0
Verification and 

Audit

6.0
Manage 

Configuration 
Lifecycle

1.0
Define Knowledge 

Management 
Strategy

2.0
Knowledge 

Identification, 
Capture, and 
Maintenance

3.0
Knowledge Transfer

4.0
Establish Service 

Knowledge 
Management 

(KNGM) System

5.0
Manage Data, 

Information, and 
Knowledge

SMM 4.1.5.1
Service Desk 

Function

SMM 4.1.5.2
Incident 

Management 
(INCM)

SMM 4.1.5.3
Event 

Management 
(EVTM)

SMM 4.1.5.4
Problem 

Management 
(PRBM)

SMM 4.1.5.5
Request 

Management and 
Fulfillment (RQFL)

SMM 4.1.5.6
Access 

Management 
(ACCM)

1.0
Incident 

Identification

2.0
Incident Logging, 

Categorization, and 
Prioritization

3.0
Initial Investigation 

and Diagnosis

4.0
Functional Escalation

5.0
Hierarchal Escalation

6.0
Investigation and 

Diagnosis

7.0
Resolution and 

Recovery

8.0
Incident Closure

1.0
Event Logging

2.0
Event Analysis

3.0
Event Closure

1.0
Proactive Analysis

2.0
Problem 

Identification

3.0
Recording and 
Classification

4.0
Investigation and 

Diagnosis

5.0
Error Control

6.0
Roblem Resolution

7.0
Problem Closure

1.0
Service Request 

Fulfillment

2.0
Request for Solution

3.0
Review and Analyze

1.0
Access Request

2.0
Uncorrelated 

Account Review

3.0
Role Definition

4.0
Application 
Onboarding

– 4.1.6 Inputs –
SMM 4.1.6.1

Service Review and 
Reporting

SMM 4.1.6.2
Process Evaluation 

and Currency 
(PREC)

SMM 4.1.6.3
Service 

Measurement

SMM 4.1.6.4
Improvement 

Planning

SMM 4.1.6.5
Technical 

Innovation (TECI)

1.0
Plan Reports

– 4.1.6.1 Inputs –

2.0
Present Reports

3.0
VITA Review

4.0
MSI Audit

– 4.1.6.2 Inputs –

1.0
Create Quality 
Assurance Plan

2.0
Conduct SMM Audit

3.0
Monitor / Manage 

Process

– 4.1.6.3 Inputs –

1.0
Plan Measurements

2.0
Create 

Measurements

3.0
Deliver 

Measurements

– 4.1.6.4 Inputs –

1.0
Identify 

Improvement

2.0
Define Improvement

3.0
Gather Data

4.0
Process Data

5.0
Analyze Data

6.0
Present 

Improvement

7.0
Implement 

Improvement

– 4.1.6.5 Inputs –

1.0
Hold Service Supplier 
Improvement Forum

2.0
Refine the Selected 

Proposals

3.0
Produce Technical 

Innovation Plan

4.0
Maintain Technical 

Innovation Plan

1.0
Data Network

2.0
End User Computing

3.0
Mainframe

4.0
Messaging

5.0
Managed Services 

Security

6.0
Voice Network

7.0
Server / Storage

Business impact analysis, providing impact, priority, and 
risk information associated with each service, or changes 

to service requirements

Service Portfolio including Service Catalog, and VITA & 
COV agencies’ requirements for solution requests, or 

new/changed services in terms of service packages and 
service options

A comprehensive and 
consistent set of 

Solutions and SDPs

Revised or new 
enterprise architecture 

documents 

Revised management 
systems 

Revised measurement 
and metrics methods 

Revised processes

Service portfolio 
updates

Updates to change 
records.

– 4.1.3.7 Outputs –

Supplier Management 
(SUPM) – 4.1.3.9

Availability 
Management (AVLM)

4.1.3.4

Service Asset and 
Configuration 

Management (SACM)
4.1.4.4

Capacity Management 
(CAPM) – 4.1.3.6

VITA

IT Financial 
Management (ITFM)

4.1.2.3

Incident Management 
(INCM) – 4.1.5.2

Problem Management 
(PRBM) – 4.1.5.4

Change Management 
(CHGM) – 4.1.4.1

Legal Issues

HR Issues

Access Management 
(ACCM) – 4.1.5.6

Service Level 
Management (SVLM)

4.1.3.3

Enterprise goals

Supplier collaboration

Agency goals

Demand attributes 
from the Demand 

module in KSE (4.1.1.2)

Project attributes

– 4.1.1.1 Outputs – 

Closed projects

Reports within SMS 
tool

Deliverables

Project artifacts

– 2.0 Outputs – – 4.1.1 Outputs – 

Document updated 
reflecting organizations 
associated with master 
agreements between 
ITISP providers and 

VITA

Operational 
governance forums

Operational 
governance model

Relational governance 
forums

Relational governance 
model

Identify the balance 

between cost and 

quality of services, and 

maintain the balance of 

supply & demand 

between service 

providers & customers

– 4.1.1.4 Outputs – – 4.1.1.2 Outputs – 

Projects executed by 
MSI, STS, and 3rd party 
vendors managed via 

KSE efficiently and 
effectively

KSE tabs used to 
output documents to 

support service 
operations as defined 

in knowledge 
management

Commonwealth agency 
business outcomes

Service Reporting

Continual Service 
Improvement (CSI)

4.1.6

Ideas entered into 
Keystone Edge

Annual technology 
planning event 

feedback

Continual Service 
Improvement (CSI) 

registry submissions

VITA project portfolio, 
CTP, and RTIP reports

Commonwealth agency 
budgets and forecasts

Technology vendor 
forecasts

Prioritized COV and 
agency initiatives

MSI / STS new service 
proposals

Forums feedback Capacity plan changes

Supplier management 
plans

Service catalog

Service Management 
Plan

VITA Service Strategy

Demand forecasting 
information catalog

Business relationship 
manager requests

Service Portfolio 
Management (SVPM)

4.1.2.4

Customer Account 
Management (CAM)

Customer Experience 

Management (CEXM) – 7.1.1

Demand Management 
(DMDM) – 4.1.2.5

– 4.1.2.1 Outputs – 

Service Design 
Management – 4.1.3

IT Financial 
Management (ITFM)

4.1.2.3

Commonwealth 
Strategic Plans

VITA Strategic Planning Process

Service Transition
4.1.4

Service Portfolio 
Management (SVPM)

4.1.2.4

– 4.1.2.2 Outputs – – 4.1.2.4 Outputs – – 4.1.2.5 Outputs – 

Business Relationship 
Management (BRSM) 

4.1.2.6

– 4.1.2 Outputs – 

VITA maintaing service 
level capacities that 

meet customer 
demands is confirmed

Services Design, 
Transition, Operation, 

and Improvement 
Policies

IT Strategy Review 
Schedules and 

Documentation

Tactical Plans for IT 
Strategy Execution

Mission and Vision 
Statements

Service Portfolio 
Management (SVPM)

4.1.2.4

Technical Currency and 
Refresh Plan

Prioritized and 
Sequenced Projects

Technical Evolutions 
Report

Technical Advances 
Report

Service Efficiencies 
Report

Technology Plan

Investments made in 
Services in the Service 

Portfolio Reports

Up-to-date Service 
Portfolio

New/Changed Services 
Status Reports

VITA Approved Service 
Charters

Capacity Management 
(CAPM) – 4.1.3.6

Demand forecasting 
information catalog 

updated

Patterns of business 
activity (PBAs)

Updates for capacity 
plan

User profiles (UPs)

UP PBA Matrices

VITA understanding of 
agency business 

requirements 
deepened

Best mix of services 
provided balancing 

COV’s IT investments 
with needs of agencies 

and citizens

Funding secured to 
design, develop, and 

deliver services 
meeting VITA and 

customer strategies

VITA and COV agency 
roadmap updates

Current process gap 
analysis identifying 
future planning and 

innovation 
enhancements

Refined service 
strategy approach 

across COV, its 
agencies, and VITA

Service Portfolio ROI 
Reports

Strategic Risks 
Identified

Change Proposals

Request Management 
& Fulfillment – 4.1.5.5

Service Asset and 
Configuration 

Management (SACM)
4.1.4.4

Program Management 
Office – 4.1.1.1

Program / Project 
Management Office 

(PMO) – 4.1.1.1
Business Project 

Management
Platform Management 4.1.1

Change Management 
(CHGM) – 4.1.4.1

– 4.1.4.2 Inputs –

Service Transition
4.1.4

Risk Management 
(RSKM) – 4.1.3.8

Service Level 
Management (SVLM)

4.1.3.3

Business Relationship 
Management (BRSM) 

4.1.2.6
Service Design – 4.1.3 

Coordination

Change Management 
(CHGM) – 4.1.4.1

– 4.1.4.3 Inputs –

Service Transition
4.1.4

Service Design – 4.1.3 
Coordination

Service Asset and 
Configuration 

Management (SACM)
4.1.4.4

Change Management 
(CHGM) – 4.1.4.1

– 4.1.4.4 Inputs –

Service Tower 
Suppliers (STS)

Security Management
4.1.3.7

Capacity Management 
(CAPM) – 4.1.3.6

Problem Management 
(PRBM) – 4.1.5.4

Service Level 
Management (SVLM)

4.1.3.3

Demand Management 
(DMDM) – 4.1.2.5

IT Financial 
Management (ITFM)

4.1.2.3

Incident Management 
(INCM) – 4.1.5.2

– 4.1.2.4 Inputs –

Security Management
4.1.3.7

COV agency requests, 
suggestions, and/or 

complaints
Financial Reports

VITA approved 
directives for services 

to advance charter and 
transition stages of the 

process

Service Improvement 
Opportunities

Strategy Generation 
and Management 
(STGM) – 4.1.2.1

Service Level 
Management (SVLM)

4.1.3.3

Business Relationship 
Management (BRSM) 

4.1.2.6

Capacity Management 
(CAPM) – 4.1.3.6

Service Asset and 
Configuration 

Management (SACM)
4.1.4.4

Availability 
Management (AVLM)

4.1.3.4

Knowledge 
Management (KNGM) 

4.1.4.5

Supplier Management 
(SUPM) – 4.1.3.9

Demand Management 
(DMDM) – 4.1.2.5

– 4.1.4.5 Inputs –

Service Tower 
Suppliers (STS)

Service Desk – 4.1.5.1

All ITSM Processes

VITA

Agency IT Users

End Users

– 4.1.4.1 Outputs –– 4.1.4 Outputs – – 4.1.4.3 Outputs – – 4.1.4.5 Outputs –– 4.1.4.2 Outputs –

Change Management 
(CHGM) – 4.1.4.1

– 4.1.5.1 Inputs –

Service Asset and 
Configuration 

Management (SACM)
4.1.4.4

Incident Management 
(INCM) – 4.1.5.2

Problem Management 
(PRBM) – 4.1.5.4

Security Management
4.1.3.7

Request Management 
and Fulfillment (RQFL)

4.1.5.5

Service Level 
Management (SVLM)

4.1.3.3

Access Management 
(ACCM) – 4.1.5.6

– 4.1.5.2 Inputs –

Change Management 
(CHGM) – 4.1.4.1

Problem Management 
(PRBM) – 4.1.5.4 Security Management

4.1.3.7

Capacity Management 
(CAPM) – 4.1.3.6

Availability 
Management (AVLM)

4.1.3.4

Service Level 
Management (SVLM)

4.1.3.3

Service Asset and 
Configuration 

Management (SACM)
4.1.4.4

– 4.1.5.3 Inputs –

Capacity Management 
(CAPM) – 4.1.3.6

Incident Management 
(INCM) – 4.1.5.2

Problem Management 
(PRBM) – 4.1.5.4

Security Management
4.1.3.7

Access Management 
(ACCM) – 4.1.5.6

Service Level 
Management (SVLM)

4.1.3.3

Availability 
Management (AVLM)

4.1.3.4

Change Management 
(CHGM) – 4.1.4.1

Service Asset and 
Configuration 

Management (SACM)
4.1.4.4

Security Management
4.1.3.7

– 4.1.5.4 Inputs –

Incident Management 
(INCM) – 4.1.5.2

Business Relationship 
Management (BRSM) 

4.1.2.6

Capacity Management 
(CAPM) – 4.1.3.6

Release & Deployment 
Management (RDPM)

4.1.4.3

Service Level 
Management (SVLM)

4.1.3.3

Availability 
Management (AVLM)

4.1.3.4

Service Asset and 
Configuration 

Management (SACM)
4.1.4.4

Problem Management 
(PRBM) – 4.1.5.4 Incident Management 

(INCM) – 4.1.5.2

– 4.1.5.5 Inputs –

IT Financial 
Management (ITFM)

4.1.2.3
Service Catalog 

Management (SVCM)
4.1.3.2

Security Management
4.1.3.7

Change Management 
(CHGM) – 4.1.4.1

Solution Design 
Management (SODM)

4.1.3.1
Knowledge 

Management (KNGM) 
4.1.4.5

Access Management 
(ACCM) – 4.1.5.6

Program / Project 
Management Office 

(PMO) – 4.1.1.1

Release & Deployment 
Management (RDPM)

4.1.4.3

Service Portfolio 
Management (SVPM)

4.1.2.4

– 4.1.5.6 Inputs –

STS On Boarding
8.1.1

– 4.1.5.3 Outputs – – 4.1.5.4 Outputs – – 4.1.5.6 Outputs –– 4.1.5.2 Outputs – – 4.1.5.5 Ouputs –

Change Management 
(CHGM) – 4.1.4.1

Problem Management 
(PRBM) – 4.1.5.4

Security Management
4.1.3.7

IT Financial 
Management (ITFM)

4.1.2.3

Service Portfolio 
Management (SVPM)

4.1.2.4

Service Catalog 
Management (SVCM)

4.1.3.2

Knowledge 
Management (KNGM) 

4.1.4.5

Access Management 
(ACCM) – 4.1.5.6Solution Design 

Management (SODM)
4.1.3.1

Incident Management 
(INCM) – 4.1.5.2

Program / Project 
Management Office 

(PMO) – 4.1.1.1

Release & Deployment 
Management (RDPM)

4.1.4.3

– 4.1.6 Outputs – – 4.1.6.2 Outputs – – 4.1.6.3 Outputs – – 4.1.6.4 Outputs – – 4.1.6.5 Outputs –

Regulatory 
Requirements

Enterprise Financial 
Management Practices

Service Management 
Processes

Service Contract, 
Customer, Application 

& Project Portfolios

Service Knowledge 
Management System

All data sources where 
financial information is 

stored

– 4.1.2.3 Outputs – 

Service Valuation 

Compliance 

Cost optimization 

Financial Planning and 
Forecast Model

Disputes – 5.1.2

Invoicing and 
Chargeback – 5.1.1

1.0
IT Consumption and 
Demand Reporting

2.0
Forecast and Track 

Resource Utilization

3.0
Financial Budgeting 

Activities

Information obtained from iCenter SMM documents available 
and downloaded on April 25, 2019.

1.0
Vendor Introduction

2.0
Establish Metrics and 

Define Schedules

3.0
Monitor and Report

Request Management 
and Fulfillment (RQFL)

4.1.5.5

SMM 4.1.1.1
Program 

Management 
Office (PMO)

1.0
Pre-Initiation Phase

2.0
Initiation Phase

3.0
Detailed Planning 

Phase

4.0
Execution and 
Control Phase

5.0
Closeout Phase

1.0
Relational and 

Operational 
Governance – 2.0

Solution Design 
Management (SODM)

4.1.3.1

Service Portfolio 
Management (SVPM)

4.1.2.4

Request migrated into 
Project Records

Enterprise Service 
related VITA PRO 

Approval

Project / Solution 
Design pricing support

Request Management 
and Fulfillment (RQFL)

4.1.5.5

1.0
Provide adaptive 

service framework

2.0
Leverage KSE SMS 

for demand 
fluctuation planning 

and fulfillment

3.0
Improve process/

procedure 
integration (PPI) for 
SMM management

4.0
Improve PPI for 
onboarding new 

suppliers

5.0
Improve PPI for 

improved services 
provisioning 
management

Tracking and reporting 
of VITA portfolios of 

projects and programs.

Support decision 

making in Governance 

bodies. 

Maintain all portfolio-

related metrics, 

dashboards and 

reports to be 

communicated to the 

governance bodies. 

Ongoing program data 
and information

Up-to-date and 
complete KSE inputs by 

the STS

Program artifacts

Deliverables

Reports within SMS 
tool

1.0
Determine Program 

List

2.0
Enter Ongoing 

Programs

Program / Project 
Management Office 

(PMO) – 4.1.1.1

3.0
Ongoing Programs 

treated as recurring 
projects

Service Management 
Manual (SMM) 

Currency

SMM Compliance and 
Maturity Assessments

OLA Continual Service 
Improvement

ITISP Measures

Disaster Recovery 
Preparedness

Security Program

Risk Management 
Program

Refresh and Software 
Currency

Training on Main 
Processes

Service Management 
Systems CSI Release 

Schedule

CMDB Audit

6.0
Continuous process 

and quality PMO 
practices 

improvement

7.0
Enhance 

communication and 
awareness via open 

and automated 
reporting

Customer Requests for 
Services

Request Management and 

Fulfillment (RQFL) – 4.1.5.5

2.0
Program 

Management Office
4.1.1.1

3.0
Project Portfolio 

Management and 
Reporting System

4.1.1.2

4.0
Ongoing Programs

4.1.1.4

5.0
Financial 

Management
4.1.2.3

6.0
Demand 

Management
4.1.2.5

7.0
Supplier 

Management
4.1.3.9

IT Financial 
Management (ITFM)

4.1.2.3

Supplier Management 
(SUPM) – 4.1.3.9

Demand Management 
(DMDM) – 4.1.2.5

Project and Program 
Management – 4.1.1.1

Relational and 
Operational 

Governance – 2.0

Supplier Management 

services to provide a 

management POC and 

oversight for each STS

Demand Management 

services analyzing 

patterns of activity and 

service usage to 

understand and predict 

services demand

Project and Program 

Management services 

to execute projects and 

programs across 

multiple suppliers 

Governance Support 

services supporting 

Relational and 

Operational 

Governance Forums 

– 4.1.1.1 Inputs – 

Demand Management 
(DMDM) – 4.1.2.5

IT Financial 
Management (ITFM)

4.1.2.3

Service Validation and 
Testing (SVVT)

4.1.4.3

Risk Management 
(RSKM) – 4.1.3.8

IT Service Continuity 
Management (ITSCM) 

4.1.3.5

Service Asset and 
Configuration 

Management (SACM)
4.1.4.4

Security Management
4.1.3.7

Business Relationship 
Management (BRSM) 

4.1.2.6

Change Management 
(CHGM) – 4.1.4.1

Service Level 
Management (SVLM)

4.1.3.3

Knowledge 
Management (KNGM) 

4.1.4.5

Supplier Management 
(SUPM) – 4.1.3.9

Communication 
Management

SMM 4.1.2
Service Strategy

1.0
Strategy Generation 

and Management
4.1.2.1

2.0
IT Technology 

Planning – 4.1.2.2

3.0
Financial 

Management
4.1.2.3

4.0
Service Portfolio 

Management
4.1.2.4

5.0
Demand 

Management
4.1.2.5

6.0
Business 

Relationship 
Management

4.1.2.6

Business Leadership 
Support

Process Champions

Research by specialized 
research organizations

Technology Vendor 
strategies and product 

roadmaps of new or 
changing technology

Annual Customer 
surveys and interviews

Service Portfolio to 
indicate current and 

planned future service 
commitments

Audit reports 
indicating compliance 
or deviation from the 

strategy

Service Level 
Management – 4.1.3.3

Strategic requirements 
for new services

Surveys of VITA and 
commonwealth agency 

needs

Strategy Generation 
and Management 
(STGM) – 4.1.2.1

Commonwealth IT 
Plans

ITFM processes and 
checklists

Program Management 
Office – 4.1.1.1

Project Portfolio 
Management – 4.1.1.2

Solution Design 
Management (SODM)

4.1.3.1

Service Catalog 
Management (SVCM)

4.1.3.2

Service Level 
Management (SVLM)

4.1.3.3

Release & Deployment 
Management (RDPM)

4.1.4.3

Service Asset and 
Configuration 

Management (SACM)
4.1.4.4

4.0
Process Invoices and 

Chargeback

5.0
Manage Service Cost 

Allocation

6.0
Financial Reporting 

and Variance 
Analysis

Financial Budget

Financial Reporting and 
Variance Analysis

Service Level Credits 
and Earnback – 5.1.5

Financial Planning and 
Forecast – 5.1.3

Service Design detailed 
analysis / proposal

PMO pricing support

VITA approved 
directives for strategy 

generation activity 
commencement

4.0
Service Portfolio 

Reporting

IT Financial 
Management (ITFM)

4.1.2.3

Service Design 
Management – 4.1.3

Program / Project 
Management Office 

(PMO) – 4.1.1.1

Security Management
4.1.3.7

Strategy Generation 
and Management 
(STGM) – 4.1.2.1

Service Level 
Management (SVLM)

4.1.3.3

Business Relationship 
Management (BRSM) 

4.1.2.6

Capacity Management 
(CAPM) – 4.1.3.6

Service Asset and 
Configuration 

Management (SACM)
4.1.4.4

Availability 
Management (AVLM)

4.1.3.4

Knowledge 
Management (KNGM) 

4.1.4.5

Supplier Management 
(SUPM) – 4.1.3.9

Demand Management 
(DMDM) – 4.1.2.5

Request Management 
and Fulfillment (RQFL)

4.1.5.5

IT Financial 
Management (ITFM)

4.1.2.3

Service Design 
Management – 4.1.3

Program / Project 
Management Office 

(PMO) – 4.1.1.1

Retired and Current 
Pipeline Services Status 

Reports

Requests for new or 
changed services

Business Relationship 
Management (BRSM) 

4.1.2.6

Capacity Management 
(CAPM) – 4.1.3.6

Request Management 
& Fulfillment – 4.1.5.5

Customer documented requirements for new service 
or change to existing service provided to Design 

Management

Customer notification to Request Management and 
BRM of defect or issue and service ticket number

Customer notification 
to Service 

Management and BRM 
of SLA not being met

Definition of SLA in 
question

Customer operations meetings review of open issues, 
defects and anything affecting customer satisfaction

BRM monitoring of progress with Demand Management and Request Management, and 
Fulfillment for new or changed service and facilitating escalation

– 4.1.2.6 Outputs – 

BRM collaboration with Capacity and Availability Management, and Continuity 
Management to ensure support for new or changed service

6.0
Coordinate Services

– 4.1.2.6 Inputs – 

Service Design 
Management – 4.1.3

Request Management 
& Fulfillment – 4.1.5.5

Capacity Management 
(CAPM) – 4.1.3.6

Availability 
Management (AVLM)

4.1.3.4

Request Management 
& Fulfillment – 4.1.5.5

Request Management 
& Fulfillment – 4.1.5.5

IT Technology Planning
4.1.2.2 Customer Information 

Processes – 7.1.1
Complaint Handling 

Process – 7.1.5

Customer Experience 
Management (CEXM)

7.1.1

Service Portfolio 
Management (SVPM)

4.1.2.4

Customer Account 
Management (CAM)

Customer Experience 

Management (CEXM) – 7.1.1

Demand Management 
(DMDM) – 4.1.2.5

Service Design 
Management – 4.1.3

Request Management 
& Fulfillment – 4.1.5.5

Capacity Management 
(CAPM) – 4.1.3.6

Availability 
Management (AVLM)

4.1.3.4

Request Management 
& Fulfillment – 4.1.5.5

IT Technology Planning
4.1.2.2

Support roles clearly 
defined

Excellent 
communication 

between VITA and 
agencies

Management 
commitment to 

application o fall major 
ITIL cross-functional 

processes

Business requirements

Service creation

Service supporting 
practices

Service management 
tools

Business requirements 
met consistently

Service Charters for new 
or significantly changed 

services

Change requests from 
any stages of the service 

lifecycle

Change records and 
authorized changes

Business information from the organization’s business 
and IT strategy, plans and financial plans, and 

information on their current and future requirements

The IT strategy and any 
associated constraints 

and resource limitations

Governance 
requirements

Corporate, legal and 
regulatory policies, and 

requirements

Program and project 
schedule

The schedule of change

The Configuration 
Management System

Feedback from all other 
processes

Enterprise architecture 
changesManagement systems 

reports
Business Requirements 
included in Estimate or 

Solutions Requests

Measurement and 
metrics methods

Service Transition
4.1.4

SMM 4.1.3
Service Design 

Processes

1.0
Solution Design 
Management

2.0
Service Catalog 
Management

3.0
Service Level 
Management

4.0
Availability 

Management

5.0
IT service Continuity 

Management

6.0
Capacity 

Management

7.0
Information Security 

Management

8.0
Risk Management

9.0
Supplier 

Management

Business info from VITA and its customers’ business 
and IT strategies, plans, financial plans, and service 

portfolio info on current & future reqs

Business Impact Analysis (BIA): providing impact, 
priority, and risk info associated with each service or 

changes to service reqs

Business reqs:  details of any agreed, new, or changed 
service portfolio business reqs

Service portfolio and 
all related data and 

documents

Requests for changes 
(RFCs)

Feedback from other 
processes

Documentation and 
agreement of a 

‘definition of service’

Service Portfolio 
updates containing 
current status of all 

services and reqs for 
services

Updates to details and 
current status of every 
active service the STSs 

provide to COV

Updates to RFCs

The service catalog 
containing details and 
status of every active 

service.

Service Portfolio 
Management (SVPM)

4.1.2.4

Change Management 
(CHGM) – 4.1.4.1

Capacity Management 
(CAPM) – 4.1.3.6

Service Level 
Management (SVLM)

4.1.3.3

Service Asset and 
Configuration 

Management (SACM)
4.1.4.4

Business Relationship 
Management (BRSM) 

4.1.2.6

Service Desk – 4.1.5.1

Knowledge 
Management (KNGM) 

4.1.4.5

Service Portal 
Management – 8.2.4

Request Management 
and Fulfillment (RQFL)

4.1.5.5

Critical Service Levels 
(CSLs)

Key Measurements 
(KMs)

Operational Level 
Measures (OLMs)

Underpinning 
Contracts (UCs)

– 4.1.3.2  Outputs –

Service Portfolio 
Management (SVPM)

4.1.2.4

Change Management 
(CHGM) – 4.1.4.1

Capacity Management 
(CAPM) – 4.1.3.6

Service Level 
Management (SVLM)

4.1.3.3

Service Asset and 
Configuration 

Management (SACM)
4.1.4.4

Business Relationship 
Management (BRSM) 

4.1.2.6

Service Desk – 4.1.5.1

Knowledge 
Management (KNGM) 

4.1.4.5

Service Portal 
Management – 8.2.4

Request Management 
and Fulfillment (RQFL)

4.1.5.5

Earnback and Service 
Level Credits metrics.

Service Level Reports

Service Improvement 
Plan

OLA Reports

Underpinning 
Contracts Reports

Regularly scheduled 

service review 

meetings 

Availability 
Management (AVLM)

4.1.3.4

Capacity Management 
(CAPM) – 4.1.3.6

Service Level Credits 
and Earnback – 5.1.5

Common Contract 
Management – 6.1

Problem Management 
(PRBM) – 4.1.5.4

Incident Management 
(INCM) – 4.1.5.2

Supplier Management 
(SUPM) – 4.1.3.9

Service Catalog 
Management (SVCM)

4.1.3.2

Availability 
Management (AVLM)

4.1.3.4

Capacity Management 
(CAPM) – 4.1.3.6

Service Level Credits 
and Earnback – 5.1.5

Common Contract 
Management – 6.1

Problem Management 
(PRBM) – 4.1.5.4

Incident Management 
(INCM) – 4.1.5.2

Supplier Management 
(SUPM) – 4.1.3.9

Receive AVLM-related info on current and future 
requirements, including availability requirements for 

new or enhanced IT services

Business impact info from BIAs & assessment of MEFs 
underpinned by IT services

Previous risk assessment reports identifying an AVLM-
related risk

Service info from the service portfolio and the service 
catalog require AVLM review

SVLM engages AVLM if service level targets are not 
within SLAs and SLRs

SVLM engages AVLM if service reviews reveal either 
SLA breaches or a potential breach of an SLA

From the Change Management process with a change 
schedule, the release schedule from release and 

deployment management and a need to assess all 
changes for their impact on service availability

Component info on availability, reliability, and 
maintainability reqs for tech components underpinning 

IT services

KSE tech info on topology and relationships between 
components & the assessment of new tech capabilities

Receive AVLM-related requirements from VITA and 
COV Agencies’ business strategy, plans, and financial 

plans 

Unavailability and failure information from incidents 
and problems

Service targets from SLAs, SLRs, OLAs and contracts

Capacity Management 
(CAPM) – 4.1.3.6

Service Level 
Management (SVLM)

4.1.3.3

Incident Management 
(INCM) – 4.1.5.2

Problem Management 
(PRBM) – 4.1.5.4

Change Management 
(CHGM) – 4.1.4.1

Access Management 
(ACCM) – 4.1.5.6

Security Management
4.1.3.7

The Availability Plan in KSE, for the proactive 
improvement of IT services & technology (includes 
minimum and expected values per SLA/KM details)

Availability and recovery design criteria

Proposed service targets for new or changed services

Component availability, reliability and maintainability 
reports of achievements against targets

Service availability, reliability, and maintainability 
reports of achievements against targets, including input 

for all service reports

Revised risk assessment reviews and reports 

Definitions of monitoring, management and reporting 
requirements for IT services and components

Availability Management test schedule for testing all 
availability, resilience and recovery mechanisms

Contributions for the Projected Service Outage (PSO) to 
be created by change in collaboration with release and 

deployment management

Details of the proactive availability techniques and 
measures that will be deployed to provide additional 

resilience to prevent or minimize the impact of 
component failures on the IT service availability

Capacity Management 
(CAPM) – 4.1.3.6

Availability 
Management (AVLM)

4.1.3.4

Service Level 
Management (SVLM)

4.1.3.3

Incident Management 
(INCM) – 4.1.5.2

Problem Management 
(PRBM) – 4.1.5.4

Security Management
4.1.3.7

Access Management 
(ACCM) – 4.1.5.6

Service Asset and 
Configuration 

Management (SACM)
4.1.4.4

Change Management 
(CHGM) – 4.1.4.1

Business information from the organization’s business 
strategy, plans, financial plans, and information on 

their current and future requirements

IT information: from the IT strategy and plans and 
current budgets

A Business Continuity Strategy and a set of Business 
Continuity Plans: from all areas of the business

Service information: from the SLM process, with details 
of the services from the service portfolio and the 

service catalogue and service level targets within SLAs 
and SLRs

Financial information: from financial management for 
IT services, the cost of service provision, the cost of 

resources and components

Change information: from the Change Management 
process, with a change schedule and a need to assess 

all changes for their impact on all ITSCM plans

CMS: containing information on the relationships 
between the business, the services, the supporting 

services and the technology

Business Continuity Management and Availability 
Management testing schedules

Capacity Management information identifying the 
resources required to run the critical services in the 

event of a continuity event

IT service continuity plans and test reports from 
supplier and partners, where appropriate.

Capacity Management 
(CAPM) – 4.1.3.6

Availability 
Management (AVLM)

4.1.3.4

Service Level 
Management (SVLM)

4.1.3.3

Incident Management 
(INCM) – 4.1.5.2 Problem Management 

(PRBM) – 4.1.5.4

Security Management
4.1.3.7

Access Management 
(ACCM) – 4.1.5.6

Service Asset and 
Configuration 

Management (SACM)
4.1.4.4

Change Management 
(CHGM) – 4.1.4.1

A revised ITSCM policy 
and strategy

An ITSCM testing 
schedule

ITSCM test scenarios

ITSCM test reports and 
reviews

A set of ITSCM plans, including all crisis management 
plans, emergency response plans, audit plan, training 
plans and disaster recovery plans, together with a set 

of supporting plans and contracts with recovery service 
providers

Risk assessment and management reviews and reports, 
in conjunction with the business, availability 

management and information security management

BIA exercises and reports, in conjunction with BCM and 
the business

6.0
ReviewBusiness information from the organization’s business strategy, plans and financial 

plans, and information on their current and future requirements

Service and IT information from service strategy, the IT strategy and plans and current 
budgets, covering all areas of technology and technology plans, including the 

infrastructure environment, data, and applications, and the way in which they relate to 
business strategy and plans

Component performance and capacity information - Of both existing and new 
technology, from manufacturers and suppliers

Service performance issue information - The Incident and Problem Management 
Processes, with incidents and problems relating to poor performance

Service information from the SLM process, with details of the services from the service 
portfolio and the service catalogue and service level targets within SLAs and SLRs, and 

possibly from the monitoring of SLAs, service reviews and breaches of the SLAs

Financial information from Financial Management for IT services, the cost of service 
provision, the cost of resources, components and upgrades, the resultant business 

benefit and the financial plans and budgets, together with the costs associated with 
service and component failure. Some of the costs of components and upgrades to 

components will be obtained from procurement, suppliers and manufacturers

Change information from the Change Management Process, with a change schedule 
and a need to assess all changes for their impact on the capacity of the technology

Performance information from the Configuration Management Database (CMDB) on 
the current performance of both all existing services and IT infrastructure components

CMDB - Containing information on the relationships between the business, the 
services, the supporting services and the technology

Workload information - From the IT operations team, with schedules of all the work 
that needs to be run, and information on the dependencies between different services 

and information, and the interdependencies within a service

Availability 
Management (AVLM)

4.1.3.4

IT Financial 
Management (ITFM)

4.1.2.3

Problem Management 
(PRBM) – 4.1.5.4

Service Level 
Management (SVLM)

4.1.3.3

Business Relationship 
Management (BRSM) 

4.1.2.6

Service Design 
Management – 4.1.3

CMDB holds info needed by all sub-processes within 
Capacity Management.

Capacity Plan used by all areas of the business and IT 
Management and is acted on by the IT service provider 
and senior management of the organization to plan the 

capacity of the IT infrastructure. The Capacity Plan 
should be actively used as a basis for decision-making.

Capacity Analysis Reports identifying capacity 
problems.   Includes current resource utilization, 

trends, forecasts, and exceptions (including those 
provided by the Service Tower Suppliers).

Service performance information and reports, which is 
used by many other processes.

Workload analysis and reports used by IT operations to 
assess and implement changes in conjunction with 

Capacity Management to schedule or reschedule when 
services or workloads are run, ensuring the most 
effective and efficient use of available resources

Ad hoc capacity and performance reports used by all 
areas of capacity management, IT and the business to 
analyze and resolve service and performance issues

Forecasts and predictive reports used by all areas to 
analyze, predict and forecast particular business and IT 

scenarios and their potential solutions

Improvement actions - For inclusion in a SIP

Change Management 
(CHGM) – 4.1.4.1

Availability 
Management (AVLM)

4.1.3.4

IT Financial 
Management (ITFM)

4.1.2.3

Problem Management 
(PRBM) – 4.1.5.4

Service Level 
Management (SVLM)

4.1.3.3

Business Relationship 
Management (BRSM) 

4.1.2.6

Service Design 
Management – 4.1.3

4.0
Capacity 

Management 
Information System 

(CMIS)

IT Plans, strategies, and compliance requirements

Security events, incidents, and breaches

Guidelines, policies, security plans, security audit 
findings, risk assessments, other security assessments, 

and responses

Change Management process information and 
scheduled changes

Configuration Management and system relationship 
data

Identity and Access Management data

Supplier Management 
(SUPM) – 4.1.3.9

Availability 
Management (AVLM)

4.1.3.4

Service Asset and 
Configuration 

Management (SACM)
4.1.4.4

Capacity Management 
(CAPM) – 4.1.3.6

VITA

IT Financial 
Management (ITFM)

4.1.2.3

Incident Management 
(INCM) – 4.1.5.2 Problem Management 

(PRBM) – 4.1.5.4

Change Management 
(CHGM) – 4.1.4.1

Legal Issues

HR Issues

Access Management 
(ACCM) – 4.1.5.6

Service Level 
Management (SVLM)

4.1.3.3

Information Security Management policy

Information Security Management systems to process 
and contain the data

Security controls, operational data, and associated risk 
information

Security audits, audit reports, and audit responses

Security test schedules, plans, and reports

Security classification details for information systems

Reports of security breaches and major incidents

Policies, processes and procedures for managing STS 
and their access to services and information

– 4.1.3.8 Outputs –

Risk Tracking

Mitigation Plans

Identified Risks

– 4.1.3.8 Inputs –

IT Service Continuity Plan

Change Evaluation

Requests for Change (RFC)

Project Plans

Incident Records

– 4.1.3.9 Inputs –

Supplier and Contracts Strategy

Supplier Plans and Strategies

Supplier Contracts, Agreements, and Targets

Supplier and Contract Performance Information

Performance Reporting – SLA, OLA, and other Reports

Financial Information (Resource Unit Listing)

Service Information

Customer documented requirements for new service or 
change to existing service provided to Design 

Management

Customer notification to Request Management and 
BRM of defect or issue and service ticket number if 

available

Customer notification to Service Tower and BRM of SLA 
not being met

Review in STS operations meetings of open issues, 
defects and anything else affecting Customer 

satisfaction

Service Portfolio 
Management (SVPM)

4.1.2.4

Service Design 
Management – 4.1.3

Demand Management 
(DMDM) – 4.1.2.5

Availability 
Management (AVLM)

4.1.3.4

Capacity Management 
(CAPM) – 4.1.3.6

Request Management 
& Fulfillment – 4.1.5.5

Service Level 
Management (SVLM)

4.1.3.3

Complaint Handling 
Process – 7.1.5

Business Information

Customer Experience 
Management – 7.1.1

– 4.1.3.9 Outputs –

Supplier and Contract Management Information 
System (SCMIS)

Service Portfolio 
Management (SVPM)

4.1.2.4

Service Design 
Management – 4.1.3

Demand Management 
(DMDM) – 4.1.2.5

Availability 
Management (AVLM)

4.1.3.4

Capacity Management 
(CAPM) – 4.1.3.6

Request Management 
& Fulfillment – 4.1.5.5

Service Level 
Management (SVLM)

4.1.3.3

Complaint Handling 
Process – 7.1.5

Customer Experience 
Management – 7.1.1

Supplier and Contract Review Meeting Agenda/Minutes

Supplier Service Improvement Plan (SIP)

Supplier Survey Report(s)

Updated status of open issues and defects

4.0
Review and Improve

5.0
Manage Supplier

SMM 4.1.4
Service Transition

1.0
Change 

Management

2.0
Change Evaluation

3.0
Release and 
Deployment 

Management

4.0
Service Asset and 

Configuration 
Management

5.0
Knowledge 

Management

ITIL Framework

Agency business 
requirements

Suitable tools such as 
the Keystone Edge 

(KSE) ITSM suite

Common and 
repeatable service 

transition  process for 
VITA evidenced in high 

consistency, quality, 
and reliability while 

maintaining rigourous 
day-to-day IT 

operations 
management.

Plans for change, transition, release, test, evaluation, 
and remediation

Evaluation criteria – Post Implementation Review (PIR)

VITA Architectural Review (VAR) input/decisions

Evaluation reports and interim evaluation reports

Test results, test report and evaluation report

Current assets or configuration items

As planned configuration baseline

Policy and strategy for change

Standard Change Template

Current Change Schedule

Request for Change (RFC)

Change Proposal

Service Portfolio 
Management (SVPM)

4.1.2.4

Service Level 
Management (SVLM)

4.1.3.3
Capacity Management 

(CAPM) – 4.1.3.6

Problem Management 
(PRBM) – 4.1.5.4

Service Tower 
Suppliers (STS)

Security Management
4.1.3.7

Release & Deployment 
Management (RDPM)

4.1.4.3

Demand Management 
(DMDM) – 4.1.2.5

Service Asset and 
Configuration 

Management (SACM)
4.1.4.4

Program Management 
Office – 4.1.1.1

Program / Project 
Management Office 

(PMO) – 4.1.1.1
Business Project 

Management
Platform Management 4.1.1

Authorized Changes that are logged into Keystone Edge

Disposition of RFC

Change to the services, service or infrastructure 
resulting from authorized changes

New changed or disposed configuration items

Updated change schedule

Change decisions and actions

Change documents and records

Change Management Reports

Established Standard Change (Pre-approved)

Request for Change (RFC) – Change Record and 
detailed change documentation

Change Proposal

Service Design Package (SDP) – Including Service 
Charter and SAC

Interaction and decision from Service Portfolio Lifecycle 
Management

Service Acceptance Criteria (SAC)

Discussion with Stakeholder(s)

Test Plan

Test Results and Report

Release Plan

Risk Management Process

Service Validation and Testing (SVVT) Process

Change Management 
(CHGM) – 4.1.4.1

Service Transition
4.1.4

Risk Management 
(RSKM) – 4.1.3.8

Service Level 
Management (SVLM)

4.1.3.3

Business Relationship 
Management (BRSM) 

4.1.2.6

Service Design – 4.1.3 
Coordination

Interim Change 
Evaluation Report(s) 

for Change 
Management

Final Change 
Evaluation Report for 
Change Management

Authorized Change.

Solution Design Package (SDP).

Service Continuity Plan and related Business Continuity 
Plan.

Service Management and Operations Plans and 
Standards.

Technology and procurement standards and catalogs.

Acquired service assets and components and their 
documentation.

Build models and plans.

Environment requirements and specifications for build, 
test, release, training, disaster recovery, pilot and 

deployment.

Release policy and release design from service design.

Release and Deployment models including template 
plans.

Exit and entry criteria for each stage of Release and 
Deployment Management.

Change Management 
(CHGM) – 4.1.4.1

Service Transition
4.1.4

Service Design – 4.1.3 
Coordination

Service Asset and 
Configuration 

Management (SACM)
4.1.4.4

New, changed or retired services.

Release and Deployment Plan.

Updates to Change Management for the release and 
deployment activities.

Service notification.

Notification to Service Catalog Management to update 
the Service Catalog with the relevant information about 

the new or changed service.

New tested service capability and environment 
including SLA, other agreements and contracts, 

changed organization, competent and motivated 
people, established business and Service Management 
processes, installed applications, converted databases, 

technology infrastructure, products and facilities.

New or changed Service Management documentation.

New or changed service reports.

Tested continuity plans.

Complete and accurate configuration item list with an 
audit trail for the CIs in the Release Package and also 

the new or changed service and infrastructure 
configurations.

Updated Service Capacity Plan aligned to the relevant 
business plans.

Baselined Release Package.

Service Transition Report.

Readiness checklist.

Updates from Change Management

Update notification from Service Desk (Verification)

Request for Change (RFC)

Forward Schedule of Change (FSC) (including Releases)

Assurance from Release Management of product 
readiness and supportability

Data from STS to be normalized and integrated into 
CMS

Data from Information Security Management scans 
performed against CIs

Release & Deployment 
Management (RDPM)

4.1.4.3

Change Management 
(CHGM) – 4.1.4.1

– 4.1.4.4 Outputs –

Service Tower 
Suppliers (STS)

Security Management
4.1.3.7

Capacity Management 
(CAPM) – 4.1.3.6

Problem Management 
(PRBM) – 4.1.5.4

Service Level 
Management (SVLM)

4.1.3.3

Demand Management 
(DMDM) – 4.1.2.5

IT Financial 
Management (ITFM)

4.1.2.3

Incident Management 
(INCM) – 4.1.5.2

New and updated configuration records

Release & Deployment 
Management (RDPM)

4.1.4.3

Information about attributes and relationships of 
configuration items, for use by all other Service 

Management process

Reports and verification of information pertaining to 
integrated data

Accurate and detailed flagged CI information

Knowledge, 
information and data 

used by all 
stakeholders

ITSM Procedures

Knowledge Transfer 
Plan

Knowledge from STSs

Knowledge from 
Service Desk

CMS audit reports

Service Tower 
Suppliers (STS)

Service Desk – 4.1.5.1

All ITSM Processes

VITA

Agency IT Users

End Users

Knowledge 
Management Strategy

Creation of knowledge 
base content

Knowledge Transfer 
Plan

Data and Information 
Requirements

Procedures and 
Controls

Knowledge 
Management Audit 

Reports

– 4.1.5 Inputs –

ITIL Framework

Services

Service Management 
Processes, Technology, 
and people supporting 

the ITISP

SMM 4.1.5
Service Operation

1.0
Event Management

2.0
Incident 

Management

3.0
Problem 

Management

4.0
Request 

Management and 
Fulfillment

5.0
Asset Management

– 4.1.5 Outputs –

Reduction of unplanned labor and costs for both IT and 
VITA supported Agencies through optimized handling 

of service outages and identification of their root 
causes

Reduction of the of the duration and frequency of 
service outages which will allow VITA and the 

Commonwealth of Virginia to take full advantage of the 
value created by the services they are receiving

Provide operational results and data that can be used 
by other ITIL processes to continually improve services 

and provide justification for investing in ongoing service 
improvement activities and supporting technologies

Meet the goals and objectives of the Commonwealth of 
Virginia’s security policy by ensuring that IT services will 

be accessed only by those authorized to use them

Provide quick and effective access to standard services 
which business staff can use to improve their 

productivity or the quality of business services and 
products

Provide a basis for automated operations, thus 
increasing the efficiencies and allowing expensive 

human resources to be used for more innovative work, 
such as defining new ways in which the business can 

exploit technology for increased competitive advantage

Service Desk received Web Entry Sessions Information regarding CI’s and their status

Known errors and their workarounds Info

Service Requests Communication and 
feedback

Customer feedback on success of incident resolution activities and quality of incident 
management practices

Notification that an outage is identified as resolved; agreement with user, alternate 
contact, or other affected party that the outage is resolved

Service Desk can suspend tickets if Customer is unavailable or deferred to a later time, has 
no physical access to the site, awaiting approval or hardware parts

Incident Records or other outputs of the Incident Management processes, Initial findings 
reports

A VIP, CAM or other requestor contacts the Service Desk to request a contact be added to 
or removed from the VIP list

Emails received by Service Desk Phone Calls received by Service Desk

KB articles, Impact and Urgency, 
previously viewed tickets

Operational and service level objectives

Incident ticket for issue requiring a CSA

VITA Account Request Form, Microsoft 
Outlook

VITA Account Request Form, Microsoft 
Outlook

Request for password reset and account 
unlock requests

Communication of events triggered by 
event management

Contact to Service Desk or directly to 
authorized approver

Knowledge base document, feedback 
received on the document

Call received by the Service Desk via an 
identified TRS Operator

Communication and feedback about 
incidents and their symptoms

Customer’s comment is received in the 
Closed Loop Survey database

VITA request for performance metrics, call 
logs or Incident/Request specifics

Change Management 
(CHGM) – 4.1.4.1

– 4.1.5.1 Outputs –

Service Asset and 
Configuration 

Management (SACM)
4.1.4.4

Incident Management 
(INCM) – 4.1.5.2

Problem Management 
(PRBM) – 4.1.5.4

Security Management
4.1.3.7

Request Management 
and Fulfillment (RQFL)

4.1.5.5

Service Level 
Management (SVLM)

4.1.3.3

Access Management 
(ACCM) – 4.1.5.6

Investigation and resolution of any dissatisfied survey responses and/or any opportunities 
for improving Customer satisfaction

COV Accounts, COV Credentials Root cause analysis, Problem Record

Identification of CIs associated with or 
impacted by incidents

Feedback on incidents related to changes 
and releases

Receive Incident or Service Request 
Procedure initiated

Recorded call records made available 
upon request

Correctly categorized Incident, correctly assigned Parent and Child, resolved Incident.

Password reset, end user verifies that he/she is able to log on to the affected system and 
ticket closed or assigned to the responsible support team

CAM notifies the requestor of approval or denial of the request. A contact record is 
updated in the ITSM Tool Suite to reflect VIP status.

Feedback on level and quality of monitoring technologies and event management 
activities

Communications about incident resolution history and detail to assist with identification 
of overall service quality

Authorization email to Service Desk

Submit for VITA approval and then update existing or publish new FAQs or Self-help 
Knowledge Article to Service Catalog/Portal

Notification of outages to stakeholders 
and support staff

Publish updates and additions to 
knowledge base content

Satisfaction feedback from Customers 
who have experienced incidents

Ticket updated & resolved;
Daily Outage Report updated

Updated classification of incidents to be used to support proactive resolution

Updated incident management records with accurate incident detail and history

Resolutions are documented in the ITSM Tool Suite ticket within Keystone Edge

Criteria for Prioritizing 
& Escalating Incidents

Communication and 
feedback about RFC’s

Configuration 
Management System

Operation and Service 
Level Management

Known Error Database 
(KEDB)

Known Error Database

Incident (Occurrence)Event Management

Change Management 
(CHGM) – 4.1.4.1

Problem Management 
(PRBM) – 4.1.5.4 Security Management

4.1.3.7

Capacity Management 
(CAPM) – 4.1.3.6

Availability 
Management (AVLM)

4.1.3.4

Service Level 
Management (SVLM)

4.1.3.3

Service Asset and 
Configuration 

Management (SACM)
4.1.4.4

Resolved Incidents and 
Resolution Actions

Problem Record

Incident Log/Database

Major Incident AnalysisPerformance Reports

Request for Change 
(RFC)

Temporary Solution/ 
Workaround

Major Incident Review 
Report

Critical Incident 
Analysis

Critical Incident Review 
Report

Satisfaction Feedback

Perform initial root cause analysis, and if needed an 
RCA will be completed by the Problem Management 

team

Timely, accurate and 
broad communications

Identify CIs associated with or impacted by incidents

Level and Quality of Monitoring technologies and Event 
Management feedback

Event triggers, 
thresholds, and limits 

defined (STS)
Standard Operating 

Procedures (SOP)

Operating Level 
Agreement (OLA)

Service Level 
Agreement (SLA)

Alarms Alerts 
Thresholds

Event Management 
Policy

Event (Occurrence)

Roles and Responsibilities for recognizing events and 
communicating

Industry / Supplier 
Information

Monitoring Tools

Capacity Management 
(CAPM) – 4.1.3.6

Incident Management 
(INCM) – 4.1.5.2

Problem Management 
(PRBM) – 4.1.5.4

Security Management
4.1.3.7

Access Management 
(ACCM) – 4.1.5.6

Service Level 
Management (SVLM)

4.1.3.3

Availability 
Management (AVLM)

4.1.3.4

Change Management 
(CHGM) – 4.1.4.1

Service Asset and 
Configuration 

Management (SACM)
4.1.4.4

Incident, Problem, or 
Request for Change 

(RFC)

Event Communications 
and Escalation

Management Reports

Event Response

Event Log

Configuration Management System (CMS) – 
Configuration Items (CIs)

Operation and Service Level Agreements

Incident Records and Reports

Known Error RecordsIncident Trend Analysis

Supplier FeedbackEvent

Security Management
4.1.3.7

Incident Management 
(INCM) – 4.1.5.2

Business Relationship 
Management (BRSM) 

4.1.2.6

Capacity Management 
(CAPM) – 4.1.3.6

Release & Deployment 
Management (RDPM)

4.1.4.3

Service Level 
Management (SVLM)

4.1.3.3

Availability 
Management (AVLM)

4.1.3.4

Service Asset and 
Configuration 

Management (SACM)
4.1.4.4

Resolved Problems and 
Resolution Actions

Problem Management 
reports

Known Error Database 
KEDB

Workaround Solutions

Permanent Solutions

Known Error

PIR Report

Service/Solution 
Request

Request For Change 
(RFC)

Request for 
Information

Authorization Forms

Fulfilled Service/Solution Request / Request for 
Estimate

Authorized or Rejected Service/Solution Request

Updates to ITFM tool and CMDB, as appropriate

Closed or Cancelled Service/Solution Request

Routing of request to the appropriate group

Request Fulfillment Status Report

Service Request Log/Database

Updated request 
records

Performance Reports

Service Asset and 
Configuration 

Management (SACM)
4.1.4.4

Various Request methods via agreed upon tool

Type and details of 
request (Add, remove, 

change)

Clearance data from 
Security Clearance 

System

Alert information from 
ISMS

Request and 
Fulfillment – 4.1.5.5

Solution Design 
Management (SODM)

4.1.3.1

Change Management 
(CHGM) – 4.1.4.1

STS Off Boarding
8.1.2

Customer On Boarding
9.1.2

Customer Off Boarding
9.1.3

Background Checks 
and Security Clearance 

Process – 8.1.3

Security Clearance 
Tracking – 8.2.3

Security Management
4.1.3.7

Solution Design 
Management (SODM)

4.1.3.1

Security Management
4.1.3.7

Change Management 
(CHGM) – 4.1.4.1

Notification of add, 
change or removal

Access instructions

Reports

5.0
Privilege Account 

Vaulting

6.0
Full Disable of 

Identity

7.0
Reporting

– 4.1.5.7 Inputs –

Incident Management 
Process Requirements

Security Incident 
Details

Document 
Management – 1.2

Incident Management 
(INCM) – 4.1.5.2

Security Management
4.1.3.7

Document 
Management – 1.2

Incident Management 
(INCM) – 4.1.5.2

Security Management
4.1.3.7

– 4.1.5.7 Outputs –

Corrective action 
process

Risk Management 
(RSKM) – 4.1.3.8

Security Incident 
Report

SMM 4.1.5.7
Security Incident 

Management
(SINM)

1.0
IS-IMP Definition

2.0
Security Incident 

Categorization and 
Prioritization

3.0
Containment

4.0
Remediation

5.0
Resolution and 

Recovery

6.0
Escalation

Alignment of IT 
Services with changing 

business needs.

Identification of 
improvements to IT 
Services supporting 
business processes.

Implementing 
improvements to IT 
Services supporting 
business processes.

SMM 4.1.6
Continual Service 

Improvement

1.0
Service Review and 

Reporting

2.0
Process Evaluation 

and Currency

3.0
Service 

Measurement

4.0
Improvement 

Planning

5.0
Technical Innovation

6.0
7-Step Improvement 

Process

Ensure best mix of 
services provided  to 

commonwealth 
agencies and citizens

Management 
Commitment

Funded CSI Activities Data, Key Metrics, and Trend analysis for further review

SWOT (strength/weakness/opportunities/threats) 
analysis

Service review meetings and lessons learned

CSI seven step 
improvement process

Business Process/
Requirements Change

Information Security 
and Risk analysis

Key Process 
Performance Measures

Key Service 
Performance Measures

Service report change 
request

Root Cause Analysis 
(RCA) Gap analysis reports

Service Catalogue

System data
SLA Status

OLA Status

Business Relationship 
Management (BRSM) 

4.1.2.6

Service Measurement 
(SVMT) - 4.1.6.3

Supply Management

Service Owners Key Processes

Service Tower

5.0
Post Reports

– 4.1.6.1 Outputs –

Modifications to Service Level Measurements/Change 
request

Data, Key Measurements, and Trend analysis for 
further review

Improved Service Tower Supplier performance

Service Improvement 
plans

CSL, KPI, SLA, OLM 
reports

Service Level 
Performance Reports

Service Review 
Meetings

Balance Scorecards

Business Relationship 
Management (BRSM) 

4.1.2.6

Service Measurement 
(SVMT) - 4.1.6.3

Supply Management

Service Owners Key Processes

Service Tower

Continual Service Improvement Opportunities

Change Management 
(CHGM) – 4.1.4.1

Process Approval 
Group (PAG) – 2.2.5.1

Documentation 
Management – 1.2

Each SMM Process

Recommendation from user for process update or 
enhancement

Process Owner Listing 
(VITA / MSI / STS)

Service Improvement 
Plan (SIP)

CSI Register Improvement Opportunity

Process Performance 
ReportsQuality Assurance Plan

Evaluation Template

SMM Currency Report
New requirements

Decision BriefChange Record

SMM Document

Change Management 
(CHGM) – 4.1.4.1

Process Approval 
Group (PAG) – 2.2.5.1

Each SMM Process

Process Evaluation 
Report

SMM Currency Report

SMM Currency Tracker 
– SMM ID #, Title, 

Effective Date, Publish 
Date, Next Review 

Date

Annual Review 
Schedule

Updated SMM 
document

Maintenance Plan(s)

Audit Results

Critical Service Levels, Operational Level Agreements, 
Operational Level Measures

Service Measurement review meetings and lessons 
learned

Data, Key Metrics, and Trend analysis for further review

Key Process /Service Performance Measures

Business Process/Requirements Change

CSI seven step improvement process

Service Scorecards/
Dashboards

Service Level 
requirements

Root Cause Analysis 
(RCA)Gap analysis reports

System Data

Service catalogue

Atos (Security)

Iron Bow (End User 
Support)

Perspecta (Mainframe)

Tempus Nova 
(Messaging)

Unisys (Server, 
Storage, Data Center)

Verizon (Voice Data 
Network)

Xerox (Managed Print)

Service Level 
Management (SVLM)

4.1.3.3

Service Review and 
Reporting (SVRR)

4.1.6.1

Atos (Security)

Iron Bow (End User 
Support)

Perspecta (Mainframe)

Tempus Nova 
(Messaging)

Unisys (Server, 
Storage, Data Center)

Verizon (Voice Data 
Network)

Xerox (Managed Print)

Service Level 
Management (SVLM)

4.1.3.3

Service Review and 
Reporting (SVRR)

4.1.6.1

Modifications to Service Level Measurements/change 
request

Data, Key Metrics, and Trend analysis for further review

Continual Service Improvement Opportunities

Improved Service Tower Supplier performance

Service Measurement Review Meetings

Service Level Measurement reports

Service Improvement plans

Balanced Scorecards

Capacity Management 
(CAPM) – 4.1.3.6

Change Management 
(CHGM) – 4.1.4.1

IT Financial 
Management (ITFM)

4.1.2.3

Incident Management 
(INCM) – 4.1.5.2

Security Management
4.1.3.7

Problem Management 
(PRBM) – 4.1.5.4

Program / Project 
Management Office 

(PMO) – 4.1.1.1

Service Level 
Management (SVLM)

4.1.3.3

Service/Operating 
Levels

Requested 
improvements

New Technology 
Drivers

New requirements

Trend Analysis

Gap analysis

Change Management 
(CHGM) – 4.1.4.1

IT Financial 
Management (ITFM)

4.1.2.3

Incident Management 
(INCM) – 4.1.5.2

Security Management
4.1.3.7

Problem Management 
(PRBM) – 4.1.5.4

Program / Project 
Management Office 

(PMO) – 4.1.1.1

Service Level 
Management (SVLM)

4.1.3.3

Reports that give real-
time understanding of 
the status and success 

of all process 
improvement activities 

and assist in review 
and approvals that can 
then manage plans for 
future improvements

Assessment Summary

Single source for data 
review and analysis

Change requests/
project kick off

Joint Service 
Improvement Plan

Service Improvement 
Plan

Decision Brief

Service Portfolio 
Management (SVPM)

4.1.2.4

Service Transition
4.1.4

Demand Management 
(DMDM) – 4.1.2.5

Service Measurement 
(SVMT) - 4.1.6.3

IT Technology Planning
4.1.2.2

Service Strategy 4.1.2

Continual 
Improvement 
opportunities 

associated with ideas, 
SIP and CSI activities

The Service Strategy, 
which includes VIP’s 
strategic innovation

VITA and supported 
Agency business 

strategies and needs

Other VITA directed 
analyses and priorities

Forecasts from Service 
Portfolio Management

Forecasts from 
Demand Management

Service measurement 
reports

The Technology Plan

Quality assurance 
reports

The Security Plan

Annual consolidated 
technical innovation 

plan

Service Validation and 
Testing (SVVT)

4.1.4.3

Service Validation and 
Testing (SVVT)

4.1.4.3

Service Validation and 
Testing (SVVT)

4.1.4.3

Service Validation and 
Testing (SVVT)

4.1.4.3

Service Validation and 
Testing (SVVT)

4.1.4.3

Service Validation and 
Testing (SVVT)

4.1.4.3

Service Validation and 
Testing (SVVT)

4.1.4.3

Service Validation and 
Testing (SVVT)

4.1.4.3

Continual Service 
Improvement (CSI)

4.1.6

Continual Service 
Improvement (CSI)

4.1.6

Continual Service 
Improvement (CSI)

4.1.6

Continual Service 
Improvement (CSI)

4.1.6

Continual Service 
Improvement (CSI)

4.1.6

Continual Service 
Improvement (CSI)

4.1.6

Continual Service 
Improvement (CSI)

4.1.6

Continual Service 
Improvement (CSI)

4.1.6

Continual Service 
Improvement (CSI)

4.1.6

Continual Service 
Improvement (CSI)

4.1.6

Continual Service 
Improvement (CSI)

4.1.6 Continual Service 
Improvement (CSI)

4.1.6

Continual Service 
Improvement (CSI)

4.1.6

Continual Service 
Improvement (CSI)

4.1.6

Continual Service 
Improvement (CSI)

4.1.6
Continual Service 

Improvement (CSI)
4.1.6

Continual Service 
Improvement (CSI)

4.1.6

Continual Service 
Improvement (CSI)

4.1.6

Continual Service 
Improvement (CSI)

4.1.6

Continual Service 
Improvement (CSI)

4.1.6

Continual Service 
Improvement (CSI)

4.1.6

Continuous Service Improvement (CSI) Register Item 
(Keystone Edge)

Customer Portfolio updated to include new service or 
change to existing service

Communication with VITA Service Owner to ensure 
involvement in resolution of Customer complaint

Escalation of SLA issue facilitated by BRM if response is 
not satisfactory

Notification to STS for evaluation of any changes 
needed to prevent future defect or issue

Escalation of defect or issue facilitated by SRM if 
response is not met satisfactory

Notification to STS for evaluation of any changes 
needed to prevent future SLA issue

Supplier and Contract performance Info and Report

Continual Service 
Improvement (CSI)

4.1.6

Continual Service 
Improvement (CSI)

4.1.6

Continual Service 
Improvement (CSI)

4.1.6

Continual Service 
Improvement (CSI)

4.1.6

Continual Service 
Improvement (CSI)

4.1.6

Continual Service 
Improvement (CSI)

4.1.6

Continual Service 
Improvement (CSI)

4.1.6

Continual Service 
Improvement (CSI)

4.1.6

Continual Service 
Improvement (CSI)

4.1.6

Continual Service 
Improvement (CSI)

4.1.6

Continual Service 
Improvement (CSI)

4.1.6

Continual Service 
Improvement (CSI)

4.1.6

Continual Service 
Improvement (CSI)

4.1.6

Continual Service 
Improvement (CSI)

4.1.6

Continual Service 
Improvement (CSI)

4.1.6

Continual Service 
Improvement (CSI)

4.1.6

IT Service Continuity 
Management (ITSCM) 

4.1.3.5

IT Service Continuity 
Management (ITSCM) 

4.1.3.5

IT Service Continuity 
Management (ITSCM) 

4.1.3.5

BRM communication with Complaint Management to ensure involvement in resolution 
of customer complaint

BRM notification to CSI team for evaluation of any changes needed to prevent future 
defect or issue

BRM notification to CSI team for evaluation of any changes needed to prevent future 
SLA issue

BRM collaboration with CAM to ensure awareness of issues affecting customer 
satisfaction

Customer Portfolio updated to include new service or change to existing service

BRM monitoring of response to & resolution of defect or issue

Escalation of SLA issue facilitated by BRM if response not satisfactory

Open issues and defects status reviewed in customer ops meetings

BRM monitoring of response to & resolution of SLA not being met

Escalation of defect or issue facilitated by BRM

IT Service Continuity 
Management (ITSCM) 

4.1.3.5

IT Service Continuity 
Management (ITSCM) 

4.1.3.5

IT Service Continuity 
Management (ITSCM) 

4.1.3.5

IT Service Continuity 
Management (ITSCM) 

4.1.3.5

IT Service Continuity 
Management (ITSCM) 

4.1.3.5

IT Service Continuity 
Management (ITSCM) 

4.1.3.5

IT Service Continuity 
Management (ITSCM) 

4.1.3.5

IT Service Continuity 
Management (ITSCM) 

4.1.3.5

IT Service Continuity 
Management (ITSCM) 

4.1.3.5

IT Service Continuity 
Management (ITSCM) 

4.1.3.5

IT Service Continuity 
Management (ITSCM) 

4.1.3.5

IT Service Continuity 
Management (ITSCM) 

4.1.3.5

IT Service Continuity 
Management (ITSCM) 

4.1.3.5

IT Service Continuity 
Management (ITSCM) 

4.1.3.5

IT Service Continuity 
Management (ITSCM) 

4.1.3.5

IT Service Continuity 
Management (ITSCM) 
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